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Leerervejledning: Digital dannelse — Hvad ma vi dele online?
(Udskoling)

Digital dannelse — evnen til at bega sig kritisk, sikkert og ansvarligt online — er en central
kompetence i de eldste klasser. Denne leerervejledning stgtter undervisningsforlgbet “Hvad ma
vi dele online?” for udskoling (7.-10. klasse). Vejledningen er baseret pa retningslinjerne for brug
af Skoletube, som fungerer som en brugsanvisning til et trygt og ansvarligt digitalt miljg.
Vejledningen kan derudover selvfalgelig ogsa anvendes uden for Skoletube sammen med andre
digitale veerktgjer og laeringsplatforme. Malet er at ruste dig som leerer til at guide eleverne
gennem et sikkert og kreativt leeringsrum online.

Forlabet bestar af tre lektioner, der tilsammen hjaelper eleverne med at forstd, hvad man ma - og
ikke ma - dele online: -

e Lektion 1: Sorteringsspil — Hvad ma deles? (Introduktion til persondata og deling af
oplysninger)

e Lektion 2: Case-arbejde — Grazoner og sikre omskrivninger (Dilemmaer om deling og
hvordan man anonymiserer eller omskriver fglsomt indhold)

e Lektion 3: Klassens digitale kodeks (Udarbejdelse af feelles regler for klassens online
adfeerd)

Hver lektionsafsnit nedenfor indeholder: formal og leeringsmal for lektionen, ngdvendig
baggrundsviden til dig som leerer (herunder viden om persondata, fglsomme oplysninger og
GDPRi skolen), forslag til didaktiske greb og klassedialog, samt punkter du skal veere seerligt
opmeerksom pa. Vejledningen inkluderer ogsa forklaringer om rollen af Al-veerktgjer og ansvarlig
brug heraf i undervisningen. Til sidst afrundes med generelle rad til, hvordan du som laerer kan
understotte elevernes digitale dannelse i praksis.


https://skoletubeguide.dk/retningslinjer/#:~:text=Retningslinjerne%20fungerer%20som%20en%20brugsanvisning,at%20bruge%20en%20hammer%20uden

Lektion 1: Sorteringsspil — Hvad ma deles?

Formal og leeringsmal

Formalet med lektion 1 er at introducere eleverne til begrebet personlige oplysninger og traene
dem i at vurdere, hvilke informationer man trygt kan dele online, og hvilke man skal holde private.
Eleverne skal forsta forskellen pa almindelige personoplysninger og falsomme oplysninger, samt
hvorfor visse ting slet ikke ma deles offentligt. Leeringsmal for eleverne kan fx veere, at de efter
lektionen kan:

Identificere eksempler pa personlige data og udpege, hvad der ggr dem
personhenfgrbare.

Forklare forskellen pa almindelige personoplysninger og falsomme personoplysninger, og
hvorfor nogle typer information kraever fortrolighed eller samtykke fgr deling.

Udvise kritisk sans, nar de overvejer at dele tekst, billeder eller video online, ved at kunne
sige til/fra over for deling af potentielt private oplysninger.

Baggrundsviden (persondata, falsomme oplysninger, GDPR)

For at undervise denne lektion er det vigtigt, at du som laerer har styr pa centrale begreber og
regler om data og deling:

Personoplysninger: En personoplysning er enhver information, der kan bruges til at
identificere en person direkte eller indirekte — fx navn, adresse, e-mail, foto eller
elevhummer. Billeder af en person betragtes ogsa som persondata, da blot én
genkendelig person pa et foto betyder, at man behandler personens data ved deling.

Folsomme personoplysninger: Dette er szerlige persondata om private forhold, sdsom
helbred, religion, politisk overbevisning, seksuel orientering eller fagforeningsmaessigt
tilhgrsforhold. Sadanne falsomme oplysninger ma aldrig deles i elevprojekter eller online
uden videre — de ma slet ikke indgé i undervisningsprojekter pa Skoletube eller andre
platforme. Med andre ord skal eleverne leere, at informationer af privat og sensitiv
karakter ikke harer til i offentlige opslag eller digitale produktioner.

GDPR og datasikkerhed i skolen: | skolesammenhaeng er der strenge regler for, hvordan
elevernes data handteres. Skoletube og lignende godkendte leeringsplatforme beskytter
data ved at pseudonymisere personoplysninger (elevers navne m.v. skjules bag tekniske
ID’er) og kreever login via UniLogin, sa kun godkendte brugere har adgang. Alle veerktgjer
pa Skoletube er omfattet af databehandleraftaler, der sikrer overholdelse af GDPR. Det
betyder, at eleverne kan lave kreative projekter i dette lukkede miljg uden at personlige
oplysninger eksponeres for uvedkommende. Som leerer har du kontrol over delingen: Alt
indhold pa Skoletube er som udgangspunkt privat, og det er dit ansvar at bestemme, hvor
og med hvem projekter deles.

Deling af billeder og andet indhold: Ggr dig klart, at deling af billeder af andre
mennesker i princippet kraever samtykke. En god tommelfingerregel er altid at spagrge om



lov, fear man deler et billede af en anden. Uanset formelle regler bar eleverne leere at
udvise respekt for andres privatliv: Man deler aldrig noget, der kan kraenke eller heenge
andre ud. Faktisk er det direkte ulovligt at dele visse typer indhold uden samtykke — fx
intime eller steerkt private billeder, voldeligt eller ydmygende materiale. Husk ogsa at
pointere det generelle princip om digitale fodspor: Nar noget farst er delt digitalt, mister
man delvist kontrollen over det. Selv et billede eller opslag delt “privat” kan nemt spredes
videre. Denne erkendelse skal gerne forplante sig til elevernes adfaerd, sa de altid teenker
sig om, inden de trykker "Del".

Didaktiske greb og klassedialog

Start lektionen med at skabe nysgerrighed om emnet. Du kan indlede med spgrgsmal som:
“Hvilke ting deler | typisk online, og har | teenkt over, om der er noget, man ikke bgr dele?”. Lad
eleverne kort drafte i makkerpar for at aktivere deres forforstaelser. Introducér derefter
begreberne personlige og falsomme oplysninger i grove treek, sa de ved, at der findes
oplysninger, som skal behandles forsigtigt.

Sorteringsspillet: Hovedaktiviteten i denne lektion er et sorteringsspil om, hvad der ma deles.
Forbered en raekke kort eller digitale prompts med forskellige typer oplysninger/billeder. Disse
kan fx omfatte: "Mit fulde navn og alder", "Et gruppefoto af klassen", "Min venneliste pa sociale
medier", "Adresse og telefonnummer", "En sjov video, hvor en klassekammerat falder pa stolen",
"Mine karakterer fra sidste terminsprave"”, "Et meme jeg selv har lavet"”, "En personlig
dagbogstekst om mine folelser", "Et foto af min hund" osv. Sgrg for at blande abenlyst uskadelige
ting med nogle grazoner og nogle klart private/falsomme ting.

Del eleverne i grupper, og givdem til opgave at sortere hvert kort i den rigtige kategori af deling.
Du kan opstille tre kategorier pa tavlen eller pa gulvet: (1) Kan deles offentligt (fx pa et dbent
website eller sociale medier for alle), (2) Kan deles i lukket forum/kun med bestemte personer (fx
internt i klassen pa Skoletube eller med neere venner/familie), (3) Bar slet ikke deles online (for
privat/fglsomt). Lad grupperne placere deres kort og begrunde deres valg.

Feaelles gennemgang: Ga kort rundt til grupperne undervejs og stil spargsmal, der far dem til at
reflektere (“Hvad kan der ske, hvis man deler det dér offentligt?”). Saml s op i plenum: Tag et
kort ad gangen og diskuter placeringen. Eleverne kan have forskellige vurderinger — dette abner
for en klassedialog om hvorfor noget er problematisk at dele. Her kan du koble til
baggrundsviden: Forklar fx “/ placerede ’adresse og telefonnummer’ under ‘ma ikke deles’ -
korrekt, for det er personoplysninger, som fremmede ikke skal have adgang til”. Hvis et kort som
“gruppefoto af klassen” skaber tvivl, sa sperg: “Hvad nu hvis én pa billedet ikke vil veere online?
Hvordan kan man dele det mere sikkert?” (Svar: fa samtykke fra alle, eller lad veere med at dele).
Brug anledningen til at indfgre konceptet samtykke pa en simpel made.

Perspektivering: Under dialogen kan du ogsa neevne, at i skolens lukkede platform (Skoletube)
kan visse ting godt deles internt, som man ikke ville leegge pa et offentligt site — men selv dér skal
fealsomme oplysninger udelades. Dette hjaelper eleverne til at forsta forskellen pa et trygt, lukket



leeringsmilje og det dbne internet. Afslut gerne med at spgrge eleverne, om de blev overraskede
over noget —fx “Er der noget | fremover vil taenke ekstra over, for | deler det?”.

Veer opmeerksom pa (leererens fokusomrader)

Tryg atmosfeere: Sgrg for, at avelsen foregar i en respektfuld tone. Nogle elever kan blive
usikre, hvis de opdager, at de maske har delt for meget tidligere. Skab en ikke-demmende
stemning: det her handler om at leere fremadrettet, ikke skaelde ud over fortidige fejl.

Ingen tvang til at afslgre privatinfo: Ggr det klart, at eleverne ikke behgver dele
personlige historier om sig selv undervejs. @velsen bruger taenkte eksempler (eller
anonymiserede cases), sa ingen fgler sig presset til at udlevere private forhold i klassen.

Kulturelle/individuelle forskelle: Vaer opmaerksom pa, at der kan veere forskellig
tolerance for deling. Noget, én elev finder harmlgst at dele, kan en anden fgle er privat (fx
billeder med vs. uden hijab, eller familierelaterede oplysninger). Anvend dialogen til at
fremhaeve empati og respekt for hinandens graenser.

Faglige koblinger: Benyt chancen for at linke til fag, hvis relevant — fx persondata og
privatliv kunne knyttes til samfundsfag (borgerrettigheder, GDPR) eller dansk (skrive et
essay om digitale fodspor). Dette understreger, at digital dannelse gar pa tveers af fag.

Opsummering: Til slut kan det vaere nyttigt at opsummere hovedpointerne pa tavlen eller
et slide: Hvad ma man typisk dele, hvad ma ikke deles, og hvad er i tvivistilfaelde? En
sadan liste kan haenge i klassen som reference, indtil eleverne er helt fortrolige med
begreberne.



Lektion 2: Case-arbejde — Grazoner og sikre omskrivninger

Formal og leeringsmal

Formalet med lektion 2 er at dykke ned i de grazoner, hvor det ikke altid er indlysende, om noget
bgr deles eller ej. Gennem arbejde med konkrete cases skal eleverne erfare, at kontekst og
detaljer er afggrende: Nogle ting kan deles, hvis man aendrer eller anonymiserer indholdet -
andre ting bgr man stadig holde tilbage. Lektionen skal treene eleverne i etisk vurdering online
samt give dem redskaber til at “sikre omskrivninger” — altsa at omformulere eller tilpasse
indhold, sa privatlivet beskyttes. Laeringsmal kan bl.a. veere, at eleverne efter lektionen kan:

Analysere en case-situation og identificere, hvilke dele af indholdet der udggr en risiko
eller et etisk problem ved deling (fx “Hvilke oplysninger her kunne kraenke nogen eller
afslgre noget privat?”).

Foresla lgsninger til at dele indhold pa en mere forsvarlig méde - fx ved at indhente
samtykke, anonymisere personer (uden navne/billeder) eller omskrive fglsomme detaljer
til generelle termer.

Vurdere hvornar en situation er for falsom til, at selv omskrivning gar det forsvarligt at
dele. (Nogle ting skal man maske helt lade veere med at laegge ud.)

Reflektere over grazonernes konsekvenser: Hvad kan der ske, hvis man deler uden at

teenke sigomi disse tilfeelde, og hvordan kan man selv bidrage til en sikker delingskultur
blandt vennerne?

Baggrundsviden (grazoner, omskrivning, samtykke)

For at facilitere case-arbejdet bar du som leerer have indsigt i typiske grazoner og mulige
retningslinjer for handtering af dem:

“Grazoner” ved deling: Grazoner er de tilfeelde, hvor det ikke er klart sort/hvidt om noget
er okay at dele. Det kan fx veere et sjovt billede fra klasseturen, hvor de fleste ser glade ud,
men én elev maske ser utilpas ud — ma det laegges pa nettet? Eller en elevhistorie om en
ven med et problem (uden at naevne navn) — er det anonymt nok? Forst4, at hver case kan
afhaenge af kontekst og intention.

Betydningen af samtykke: Gentag gerne over for dig selv, at samtykke er ngglen i
tvivlstilfeelde. Hvis noget involverer andre personer, er tommelfingerreglen at spgrge dem
om lov, fgr det deles. Eleverne bar leere, at selvom de maske ma dele noget juridisk set (fx
et ufarligt foto de har taget), er det god digital skik at fa de involveredes accept farst.

Anonymisering og sikre omskrivninger: Veer fortrolig med metoder til at &endre indhold,
sa det bliver mindre personhenfagrbart. Anonymisering kan veere: bruge fiktive navne eller
bare roller (fx “en klassekammerat” i stedet for Mathias), undlade specifikke
aldersangivelser (“teenager” i stedet for 14 ar), eller slare/beskaere billeder, s personer
ikke genkendes. Omskrivning handler om at justere en tekst, sa falsomme oplysninger
udelades eller erstattes af mere generelle beskrivelser. For eksempel, hvis en elevtekst



beskriver en venindes sygdom i detaljer, kunne en sikker omskrivning veere at beskrive det
mere overordnet (“en person jeg kender havde det sveert i en periode”). Essensen kan
maske deles, hvis den personliggarende info fjernes.

e Graenser for omskrivning: Vaer opmaerksom p4, at nogle informationer er sa falsomme,
at de slet ikke bgr deles, selvom man pragver at anonymisere. Fx oplysninger om helbred
(sygdom, diagnoser) er per definition fglsomme personoplysninger — den slags bgr
eleverne leere at holde helt privat eller kun dele i fortrolige rum. Det samme geelder
oplysninger, der kan sare eller udstille nogen. Forteel evt. eleverne, at hvis de er i tvivl, om
noget er for privat, sa er det som regel bedst ikke at dele det.

e Al-veerktgjer og privatliv: Hvis eleverne foreslar at bruge Al (fx en tekstgenerator) til at
omskrive noget, skal du minde dem om, at de ikke ma fodre Al’en med
personlige/falsomme detaljer. Al-veerktgjer kan veere nyttige til idéer og formuleringer,
men personlige eller falsomme oplysninger ma aldrig indgé i en prompt til et Al-veerktg;j.
Denne pointe fra Skoletubes retningslinjer er vigtig at have for gje: Eleverne skal ikke tro,
at de kan omga reglerne ved “bare at lade en Al omformulere det” — privat data er privat
data, og det geelder alle steder. Som leerer bar du kun tillade Al-brugi sddan en opgave,
hvis det sker under dine klare instruktioner om datasikkerhed (se afsnittet om Al nedenfor
for mere).

Didaktiske greb og klassedialog

Case-gvelsen: Introducér gvelsen ved at forklare, at virkeligheden ofte byder pa dilemmaer. Sig
fx: “Sidst talte viom klokkeklare eksempler pa ting, man ikke deler. | dag skal vi se pa de sveere
tilfaelde, hvor man kan veere i tvivl.” Del herefter klassen ind i mindre grupper (3-4 elever), og
preesenter dem for et seet case-beskrivelser. Hver case skal skitsere en situation med et
delingsdilemma. Du kan enten udlevere et ark til hver gruppe med 1-2 cases eller kgre det digitalt
pa Skoletube/Slides. Eksempler pa cases kunne veere:

e Case A: “En elev har skrevet en personlig novelle om en karakter, der oplever mobning i
skolen. Novellen er tydeligvis inspireret af en rigtig episode i klassen for nylig, og flere vil
kunne genkende situationen. Eleven vil gerne udgive novellen pé klassens blog.” -
Dilemma: Udgiver man historien, og hvad skal man overveje fgrst?

e Case B: “Du har taget et gruppebillede af dine venner til en privat fest. Alle smiler og har
det sjovt, undtagen én ven, der ser meget traet og uoplagt ud i hjgrnet af billedet. De andre
vil gerne have billedet pa Instagram.” — Dilemma: Er det OK at dele det billede offentligt?
Hvad kan man evt. gare for at vaere sikker pa alle er komfortable?

e (Case C: “En elevvil lave en videopreesentation om sin egen erfaring med angst til en
emneuge om mental sundhed. Eleven vil bruge Al til at generere en kort tekst baseret pa
sine egne oplevelser.” — Dilemma: Hvordan kan eleven dele sin historie og fa hjeelp fra Al
uden at udlevere private helbredsoplysninger? (Hint: ggre det generelt, ikke naevne navne
eller konkrete detaljer).



Lad grupperne diskutere deres tildelte case og besvare spargsmal: Hvad er problematikken?
Hvad kunne konsekvensen veere, hvis man deler uden videre? Hvad kan man gare for at dele pa
en sikker made - eller ber man helt lade vaere? Bed dem skrive deres lgsning eller anbefaling
ned.

Fremlaeggelse og dialog: Fa hver gruppe til kort at fremlaegge deres case og hvad de besluttede.
Efter hver fremlaeggelse, abne op for klassedialog: Sparg de andre elever, om de er enige, eller
om de ser det anderledes. Denne dialog er veerdifuld, for her kommer nuancerne frem. Som
leerer guider du samtalen mod de centrale leeringspointer: Hvis en gruppe fx siger “Viville bare
dele gruppebilledet som det er, det gar nok ikke noget,” kan du sparge: “Hvad nu hvis ham i
hjernet bliver ked af det? Hvordan kunne I sikre jer, at alle er med pa det?” (Forhabentlig svarer
nogen: “Man kan sporge ham farst eller lade veere med at poste det”). Hvis en anden gruppe
foreslar at anonymisere en novelle, sa ro ros dem for idéen og sparg: “Hvad ville | konkret eendre
for atingen foler sig udstillet?” —fa dem til at naevne fx navne &endres, detaljer slgres osv.

Under dialogen kan du introducere begrebet “sikre omskrivninger” eksplicit, hvis eleverne ikke
selv bruger det: Fremheev de lgsninger, hvor man aendrer i materialet for at gore det delbart. For
eksempel: “I case C foreslog gruppen, at eleven skulle skrive i generelle vendinger i stedet for at
neevne sig selv — det er en god omskrivning, sa det bliver et generelt perspektiv pa angst i
ungdommen i stedet for elevens egen journal.” Kobl ogsa til falsomme oplysninger: “Leeg
meerke til, at grunden til at elevens oprindelige idé var problematisk, var fordi angst er
helbredsoplysninger — det er falsomt, og sddan noget ma vi slet ikke dele pa vores platform.”

Faelles principper: Nar alle cases er drgftet, kan du som afrunding forsagge at fa klassen til at
formulere et par generelle principper fra dagens arbejde. Sperg: “Hvad harl leert i dag, som | kan
bruge fremover, nar | er i tvivl om noget kan deles?”. Mulige svar du kan lede frem til: “Sparg om
lov, hvis andre er involveret”, “Lad veere at naevne navne eller private ting, hvis man vil dele en
historie”, “Del hellere for lidt end for meget — man kan ikke treekke noget tilbage, nar det forst er
delt”. Skriv principperne op og gem dem til naeste lektion, hvor | skal lave en digital kodeks.

Veer opmeerksom pa

e Valg af cases: Valg eller tilpas cases, sa de passer til din klasse. Undga at bruge en case,
der praecis matcher en virkelig haendelse i klassen, som kunne udstille nogen. Cases kan
godt veere realistiske, men lav evt. anonymiserede hybrid-historier, sa ingen fgler “den
handler om mig”.

o Folelsesmaessige reaktioner: Nogle cases (fx om mobning eller angst) kan rgre elever
personligt. Veer klar til at hAndtere det med omsorg. Hvis en elev pludselig bliver berart,
kan du tilbyde en pause eller en samtale efter timen. Det er vigtigt at signalere, at det er
okay at reagere — og at sddanne emner netop er falsomme, hvilket understreger pointen
om privatliv.

e Styr diskussionen konstruktivt: | gruppearbejde og plenum kan der komme uenighed.
Det er fint, sa leenge tonen holdes respektfuld. Guid eleverne til at argumentere ud fra
hensyn (“man bgr teenke pa om den person bliver ked af det, fordi...”) frem for personer



(“du delerjo altid alt, det er dumt”). Altsa: fokus pa sagens indhold, ikke pa hinandens
vaner.

Kobling til regler: Hav evt. konkrete fakta parat, hvis eleverne sparger om lovgivning: Du
behgver ikke juridiske paragrafnumre, men du kan neevne, at ulovlig billeddeling er nar
man deler billeder af andre uden samtykke, isaer hvis det er kreenkende. Og mind dem om
skolens egen IT-politik, hvis sddan én findes, som sandsynligvis stgtter de principper, de
selv lige har formuleret.

Inddragelse af Al med omtanke: Hvis du veelger at inddrage Al-veerktgjer i denne gvelse
(fx tilomskrivning), ger det meget tydeligt, at det kun ma ske under de retningslinjer, | har
— gentag fx at de ikke ma skrive rigtige navne eller private detaljer i prompten. Overvag
brugen ngje. Alternativt kan du veelge ikke at bruge Al praktisk i lektionen, men blot tale
om det hypotetisk, hvis du vurderer, at det kan forstyrre mere end gavne.



Lektion 3: Klassens digitale kodeks

Formal og leeringsmal

Formalet med lektion 3 er at lade eleverne samle op pa det leerte og forpligte sig pa feelles
spilleregler gennem at udforme klassens digitale kodeks. Hvor de foregdende lektioner gav
viden og erfaring, handler denne om at omsaette indsigt til konkrete regler/adfaerdsnormer, som
klassen er enige om. Det gger elevernes ejerskab og ansvarsfglelse for digital adfeerd fremover.
Leeringsmal for eleverne inkluderer, at de kan:

Sammenfatte de vigtigste do’s and don’ts for online adfeerd, som de har leert, i form af
klare regler eller retningslinjer.

Begrunde hver regel i kodekset med henvisning til hvorfor den er vigtig (fx “Vi deler ikke
billeder af hinanden uden at spgrge, fordi det kan kraenke privatsfaeren og er imod
reglerne”).

Udvise samarbejdsevner ved i feellesskab at na frem til et seet aftalte normer — og fale
medejerskab, sa reglerne ikke blot er “noget leereren siger”, men noget klassen har
besluttet.

Perspektivere klassens regler til den virkelige verden: Forsta at de samme principper
geelder generelt online (ogsa uden for skolen), og at deres digitale kodeks i bund og grund
ligner de retningslinjer, voksne og samfundet ogsa forventer bliver fulgt online (som fx
Skoletubes retningslinjer eller lovgivningens and).

Baggrundsviden (klasseregler, digital adfeerd)

Inden du gar ind til denne lektion, kan det veere gavnligt at forberede dig pa falgende:

Hvad er et “digitalt kodeks”? Teenk pa det som et saet klasseregler specifikt for digital
adfeerd. Ligesom | maske har klasseregler for trivsel i det fysiske klasserum, skal | have
regler for samveer online. Kodekset kan daekke alt fra hvordan man kommunikerer
(netetikette) til hvad man deler, og hvilke platforme man bruger til hvad.

Typiske emner at inkludere: Genopfrisk de vigtigste punkter fra lektion 1 0og 2, da de
formentlig skal indga. Emner som deling af billeder og oplysninger, omgangstonen pa
nettet, respekt for privatliv, brug af eksterne platforme vs. Skoletube, handtering af
uenigheder online, brug af Al-veerktajer osv. er relevante. Hav evt. en liste klar i
baghovedet, sa du kan guide eleverne, hvis de overser noget veesentligt.

Skolens politik og foraeldreinddragelse: Tjek om skolen har en IT- eller trivselspolitik for
online adfzaerd, som | skal afspejle. Det kan fx veere regler om fotografering pa skolen, brug
af sociale medieri skoletiden, eller generelle veerdier. Kodekset bgr ikke stride mod noget
officielt. Overvej ogsa, at det kan vaere en god idé at involvere foreeldrene: maske kan
klassens digitale kodeks praesenteres pa et foraeldremgde eller sendes hjem, sa
foreeldrene kender de normer, | arbejder efter.



o Elevers medbestemmelse: Vzer indstillet pa at slippe tajlerne en smule og lade eleverne
selv formulere reglerne med egne ord. Du er facilitator og kan rette til, men jo mere
eleverne selv udtrykker det, desto mere ejerskab far de. Sa selvom du maske allerede ved,

hvad der “skal sta”, sa lad processen vaere aben. Resultatet kan blive positivt
overraskende og velformuleret, nar eleverne fgrst engagerer sig.

o Praktisk udformning: Overvej hvordan | konkret vil dokumentere kodekset. Skal det
skrives pa et stort stykke pap, som heaenges op (klassens “digitale plakate”)? Skal det
laves som et digitalt dokument, eleverne illustrerer og maske underskriver? Skoletube
anbefaler fx at lade klassen ende et forlab om retningslinjer med at lave deres egne regler
pa en plakat. Find den metode, der passer jer — maske kombinerer | det (skriver digitalt,
printer ud og lader alle seette initialer pa).

Didaktiske greb og klassedialog

Brainstorm og idégenerering: Start med at samle op pa det foregdende. Stil spgrgsmalet:
“Hvilke vigtige ting har vi leert om atvaere online?” Lad eleverne byde ind spontant — skriv stikord
pa tavlen, fx “ikke dele private ting”, “sparge om lov”, “god tone”, “brug sikre platforme” osv.
Disse stikord danner ramaterialet for jeres kodeks. Hvis nogle veesentlige omrader ikke naevnes,
kan du spgrge ledende: “Hvad med vores sprogbrug? Skal vi have noget om hvordan vi taler til
hinanden online?” — pa den made sikrer du, at fx anti-mobning/netetikette ogsa kommer med,

selvom det ikke eksplicit vartema i lektion 1-2 (det er dog en del af digital dannelse generelt).

Gruppevis formulering: Del klassen i mindre grupper og fordel evt. ansvarsomrader: En gruppe
kan tage “deling af indhold”, en anden “kommunikation og tone”, en tredje “brug af teknologier”
osv., alt efter hvad der kom op. Alternativt kan alle grupper komme med bud pa hele kodekset.
Giv dem nogle minutter til at omsaette stikord til konkrete regel-saetninger. Giv radet: “Skriv
reglerne, som | ville forklare dem til en ven pa jeres egen alder — kort og klare.” Det kan fx veere
“Vi spogrger altid hinanden om lov, for vi deler billeder eller videoer” — enkelt og direkte. Bed
dem ogsa teenke pa at formulere positivt (“vi gar...” frem for mange “du ma ikke...”). Det er dog
ikke et absolut krav, hvis det kommer mere naturligt for dem at skrive “Man ma ikke...”. Det
vigtigste er klarhed.

Opsamling og feelles redigering: Saml nu klassen igen. Lad hver gruppe leese deres forslag op.
Skriv alle unikke forslag op pa tavlen eller et smartboard. | vil sikkert have overlap —det er fint, sa
kan | sld sammen eller veelge den bedst formulerede version. Diskutér med eleverne som en
redaktionsproces: Er denne regel forstaelig? Skal vi tilfgje noget? Er noget overfladigt? Malet er at
ende med et saet pa maske 5-10 regleri alt. Involver eleverne: “Synes I, at ‘god tone pa nettet’ og
‘ingen mobning’ er to sider af samme sag? Skal det sta sammen som én regel, eller to separate?”
—lad dem afggre det. Nar | har et udkast til det fulde kodeks, laes det hgjt punkt for punkt og fa et
sidste thumbs-up fra klassen. Dette sikrer konsensus.

Feerdiggarelse og forankring: Nu skal kodekset gares “officielt”. Her kan du seette en kreativ
aktivitet i gang: maske tegne/male plakaten, eller hvis digitalt, indsaette ikoner eller billeder ved
hver regel. Det kan ogsa veere, | tager billeder af eleverne der laver thumbs-up ved hver regel for



atillustrere den. Gar det til deres produkt. Nar den er feerdig, sa aftal hvordan | vil bruge kodekset
fremover. Sparg klassen: “Hvad gar vi, hvis nogen glemmer en af reglerne om en maned?
Hvordan kan vi minde hinanden om dem?” — Her kan eleverne foresla alt fra “vi har alle sammen
skrevet under, sa vi skal holde hinanden op pa det” til “leereren skal maske lige pege pa plakaten
hvis der sker noget”. Forslagene kan i sig selv vaere med til at forpligte dem. Overvej at lade alle
eleverne underskrive kodekset (hvis det er fysisk, skriv initialer, hvis digitalt, skriv navne under
teksten) for at symbolisere feellesskabet omkring det. Dette er kulminationen pa forlgbet: de har
nu i feellesskab skabt et sat retningslinjer, der afspejler alt det, de har leert.

Afslut lektionen (og forlgbet) i en positiv tone: Ros klassen for deres indsats og papeg, at de nu
har veerktgjerne til at navigere online pa en tryggere made. Du kan sige noget i stil med: “/ har selv
lavet de her regler — og jeg haber, | vil hjeelpe hinanden og ogsa mig med at falge dem. Digital
dannelse stopper jo ikke i dag; det her er noget, vi skal gve os pa hele tiden. Men nu har vi en god
rettesnor.”

Veer opmaerksom pa

e Balance mellem leerer og elevinput: Sarg for, at det primeert er elevernes formuleringer,
der kommer til udtryk, men sta klar til at omformulere hvis noget er uklart eller urealistisk.
Fx hvis eleverne skriver “Man ma aldrig bruge sociale medier”, kan du moderere det til “Vi
bruger kun sociale medier pa en made, sa det ikke gar ud over andre eller vores
skolearbejde” — behold intentionen, men justér absoluttheden.

e Inkludér alle elever: Vaer szerlig opmaerksom pa, at stille elever ogsa far indflydelse.
Nogle fa elever skal ikke dominere alle reglerne. Maske lav en runde, hvor hver isaer kan
byde ind med én ting de synes er vigtig, inden | laver den endelige liste. P4 den made sikrer
du, at alle har teenkt og ytrer sig.

e Handheevelse og opfalgning: Overvej allerede nu, hvordan du vil falge op pa kodekset i
fremtiden. Aftal evt. med klassen, at | om et par maneder tager 10 minutter til at
reflektere: Holder vi vores kodeks? Skal noget justeres? Dette signalerer, at det ikke bare
var “for sjov”, men noget | tager alvorligt i leengden.

e Foraeldre og kolleger: Det kan veere en god idé at informere dine kolleger (fx klassens
andre laerere) om det kodeks, | har lavet, s de kan stgtte op om det, nar de har klassen.
Og del det gerne med foreeldrene — fx send et billede af plakaten i foreeldregruppen eller
preesenter det kort ved neeste foraeldremade. Nar eleverne ser, at de voksne ogsa bakker
op omreglerne, styrker det betydningen.

e Realistiske regler: Pas pa med at lade reglerne blive for idealistiske eller omfattende.
Hjeelp eleverne med at holde dem konkrete og opnaelige. Fx i stedet for “Vi opfarer os
altid perfekt online” (for hvad betyder det?), sa hellere flere konkrete som “Vi deler ikke
password med andre” eller “Vi taler ordentligt, ogsa selvom vi er uenige online”. Reglerne
skal kunne handles pa og observeres i hverdagen.



Al-veerktgjer og ansvarlig brug i undervisningen

Moderne digital dannelse inkluderer ogsa forstaelsen af Al-vaerktgjer (kunstig intelligens) og
deres rolle. Bade du og eleverne mader i stigende grad Al i hverdagen - lige fra chatbots som
ChatGPT tilindbyggede Al-funktioner i apps. | undervisningen kan Al veere et nyttigt redskab:
Flere veerktgjer pa Skoletube har allerede Al-integrationer, hvor man fx kan fa genereretindhold
ved at skrive en prompt. Bruges de rigtigt, kan Al-funktioner hjeelpe med at skabe illustrationer,
give idéforslag eller strukturere en tekst. Dette kan styrke elevernes leering og kreativitet. Som
Undervisningsministeriet udtrykker det, bar eleverne “hjeelpes til at blive kompetente og kritiske
brugere” af de nye digitale redskaber, sa de kan udnytte dem fagligt og samtidig undga
faldgruberne.

Ansvarlig brug af Al: Det er afggrende at seette klare rammer for Al-brugen i klassen. En
hovedregel er, at datasikkerhed skal respekteres. Personlige eller falsomme oplysninger ma
aldrig indgéd i prompts til generative Al-veerktgjer — praecis som man heller ikke ma dele dem pa
andre mader. Ligesom Skoletube foreskriver, har laereren ansvaret for at vejlede eleverne i faglig
og sikker brug af Al. Det betyder i praksis, at hvis | bruger Al i en opgave, skal du hjeelpe eleverne
med at formulere sikre, relevante prompts, der ikke kompromitterer privatliv eller etik. For
eksempel: Skal Al bruges til idegenerering, sa lad dem skrive “Lav en idé til en novelle om
ensomhed blandt unge” i stedet for “Lav en tekst om min ven Jonas’ depression”. Fgrstnaevnte er
generel og ufarlig, sidstnaevnte afslarer personlige helbredsforhold - ikke acceptabelt.

Kritisk teenkning og etik: Leer eleverne, at Al ikke ved sandheder — den genererer indhold baseret
pa manstre, og den kan tage fejl. Derfor skal de veere kildekritiske: Hvis de fx bruger en Al til at
finde fakta, skal de stadig tjekke oplysningerne andre steder. Ggr dem ogsa bevidste om bias: Al-
modeller kan have skaevheder, sa eleverne skal vaere vagne og ikke acceptere alt ukritisk. Et godt
paedagogisk greb er at lade eleverne prgve at finde fejl i en Al-genereret tekst eller forbedre et Al-
forslag, sa de ikke ser Al som facitliste, men som et opleeg de selv skal arbejde videre med.

Klare rammer for brug: Det er klogt at tage en snak med klassen om, hvornar det er okay at
bruge Al, og hvornar det ikke er. Fx: “Ma man bruge ChatGPT til at skrive sin stil?” — formentlig
ikke, da det ville veere snyd, pa linje med at kopiere en tekst fra nettet. Aftal at Al kan bruges som
veerktgj (inspiration, sprogtjek, idéudkast), men ikke som genvej til at springe laeringen over. Hvis
din skole eller kommune har retningslinjer for Al-brug, s& inddrag dem i samtalen. Nogle skoler
har allerede formuleret politikker for at sikre et balanceret brug af generativ Al i undervisningen,
netop med fokus pa at understgtte leering uden at forhindre den.

Dataetik og privatliv: Mind eleverne om, at nar de bruger eksterne Al-tjenester (som ikke er en
del af skolens lgsninger), sa afgiver de potentielt data til disse tjenester. Derfor skal de aldrig
indseette personfalsomme data, og de bar generelt veere tilbageholdende med at dele noget som
helst privati en chat med en Al. Forklar, at mange Al-tjenester gemmer de prompts, man skriver
ind, for at treene sig selv — s& man skal forestille sig, at fremmede kan laese med. Det kan gare
indtryk pa eleverne og motivere dem til at holde sig til neutrale og faglige input.



Altialt bar Al-emnet ikke sta alene, men indga som en naturlig del af jeres fortsatte arbejde med
digital dannelse. Ved at integrere Al pa en ansvarlig made i undervisningen gar du eleverne
fortrolige med teknologien under trygge rammer. De laerer at udnytte de nye muligheder og at
navigere sikkert, hvilket er en vigtig kompetence fremadrettet.

Generelle rad til at understatte digital dannelse i praksis

Afslutningsvis nogle generelle anbefalinger til dig som leerer, for at fremme digital dannelse
kontinuerligt:

Integrér digital dannelse i flere fag: Gar digital adfeerd og etik til en del af hverdagen,
ikke kun et enkeltstaende forlab. Brug fx situationer i dansk, samfundsfag, klassens tid
osv. til at drofte digitale emner (kildekritik, social media, ansvarlig teknologi). Jo oftere
eleverne mgder det, desto mere normaliseret bliver det at teenke over.

Veer en rollemodel: Eleverne spejler sigi de voksne. Vis selv god digital adfeerd — fx veer
varsom med at dele billeder fra klassen (hvis du gor, sé forteel at du har indhentet
samtykke), og lad dem vide, at du ogsa teenker over hvad du deler online. Ved at
italesaette dine egne valg viser du dem den refleksion, du gnsker de selv skal have.

Skab et trygt samtalerum: Sgrg for, at eleverne fgler, at de kan komme til dig, hvis der
sker noget online (mobning, deling af noget ubehageligt, hacking etc.). Reagér konstruktivt
og stgttende, ikke blot med straf. Hvis en elev fx far delt et pinligt billede, sa hjaelp med
damage control og leering frem for skeeldud. Eleverne skal opleve, at skolen er et sted,
hvor man tgrtale om digitale problemer — det i sig selv er digital dannelse i praksis.

Involver forzeldrene: Digital dannelse sker i samspil mellem skole og hjem. Informér
foreeldrene om de emner og regler | arbejder med, sa de kan bakke op hjemmefra. Giv
gerne simple rad videre til foreeldrene om at tale med deres barn om online livet. Hvis
eleverne maerker konsistens i budskaberne fra bade leerere og foraeldre, star det
steerkere.

Hold din viden opdateret: Det digitale landskab aendrer sig hele tiden — nye apps, nye
trends blandt unge, nye digitale udfordringer. Afseet tid til jeevnligt at opdatere dig via fx
kurser, nyhedsbreve (f.eks. Center for Digital Dannelse), og del erfaringer med kolleger. Jo
bedre du forstar den verden, eleverne feerdes i online, desto mere relevant og
vedkommende kan din undervisning veere.

Benyt skolens ressourcer og retningslinjer: Husk at treekke pa de redskaber, der
allerede findes. Skoletubes egne retningslinjer og elev-kurser er et godt fundament - du
har nu fulgt dem op med dette forlgb. Ogsd EMU (Danmarks laeringsportal) og
Sikkerdigital.dk har gratis materialer, gvelser og videoer, du kan bruge til at supplere eller
genbesgge emnet.

Fortszet den abne dialog: Gar det klart for eleverne, at digital dannelse ikke er en
eksamen man bestar én gang, men en lgbende proces. Opfordr dem til at dele, hvis de
oplever noget online, de eri tvivlom eller synes er forkert. Fejr ogsa den gode digitale



adfeerd — nar du ser elever handle ansvarligt online, sa anerkend det. Positiv forstaerkning
hjeelper med at ggre de gode vaner permanente.

Med disse rad i baghovedet kan du veere med til at skabe en kultur pa skolen, hvor digital
dannelse er en naturlig del af elevernes dannelsesrejse. Nar eleverne oplever, at bade leerer,
klassekammerater og hjemmet veerdseetter ansvarlig online-adfeerd, star de steerkere i madet
med den digitale verdens mange muligheder og udfordringer. Held og lykke med forlgbet — og tak
fordi du som leerer tager aktiv deli at forme fremtidens digitale borgere pa en tryg og etisk made.



Differentiering - Indskoling

Overordnet tilgang

Bevar de tre lektioner usendret, men gar alt mere konkret, visuelt og kort. Brug piktogrammer,
billeder, fa ord pr. side, gentagelser og kropslige aktiviteter.

Lektion 1: Sorteringsspillet

« Materialer: Brug billedkort i stedet for tekstkort. Et stort ikon pr. kort (barn, hus, hjerte,
leegekors, klasseveerelse, hund osv.). Lav to store matter/kurve pa gulvet: “Ma deles i
skolen” og “Ma ikke deles”.

e Sprog: Brug ja/nej-seetninger og mini-forklaringer: “Adresse er privat”, “Helbred er privat”,
“Hundens navn er ok”.

o Klasseledelse: Lad eleverne arbejde i sma grupper med 6-8 kort ad gangen.

Lektion 2: Cases og grazoner
e Materialer: Forteel korte billedforteellinger pa 3—4 billeder i stedet for tekstcases.

e Opgave: Eleverne peger tommel op/ned og siger “Del” eller “Del ikke”. Hjeelp dem med at
finde en “sikker version” ved at bytte ord: “Min sygdom?” bliver til “Sund levevis”.

e Stgtte: Skriv seetningens start pa tavlen: “Det er ikke ok fordi...”, “En bedre idé er...”.

Lektion 3: Klassens digitale kodeks

e Produkt: Lav en feelles billedplakat med 5 enkle regler i b@rnesprog. Brug ikoner og korte
udsagn i vi-form: “Vi sparger om lov”, “Vi deler paent”, “Vi deler ikke private ting”.

e Forankring: Lav et lille “kodeks-reminder” som klistermaerke eller bordkort. Gentag
reglerne ritualiseret (fx mandag morgen).

Evaluering

o Exit-ticket med smiley: “Jeg ved, hvad der er privat”, “Jeg sparger om lov”.



Differentiering - Mellemtrinnet

Overordnet tilgang

Bevar de tre lektioner usendret, men laeg mere vaegt pa begrundelser, simple begreber
(personoplysning, samtykke, digitale fodspor) og korte skrive- og taleopgaver.

Lektion 1: Sorteringsspillet

Materialer: Brug de originale tekstkort, men tilfaj 3-4 “grazonekort” (fx klassebillede,
keelenavn, sportsresultat).

Opgave: Tredelt sortering: “Offentligt”, “Lukket klasse”, “Del ikke”. Eleverne skriver én
saetning med begrundelse pr. placering.

Sprog: Indfgr lette fagord pa en ordplakat: “personoplysning”, “falsom oplysning”,
“samtykke”.

Lektion 2: Cases og grazoner

Arbejdsform: Samme cases, men med “sikre omskrivninger” i to trin: 1) Fjern
navne/ansigter, 2) Skift privat oplevelse til generelt tema.

Struktur: Giv grupperne en mini-tjekliste:
1. Hvem kan blive ramt?
2. Erderfglsomme oplysninger?
3. Kan vifa samtykke?
4. Kanvi gagre det generelt?

Produkt: Hver gruppe afleverer en 4-linjers “fgr-efter” omskrivning.

Lektion 3: Klassens digitale kodeks

Proces: Grupper skriver 1-2 regler hver med begrundelse og eksempel (“Vi deler ikke
billeder af andre uden ja, fordi... For eksempel...”).

Produkt: Saml 6-8 regler i en feelles plakat. Tilfgj en kort handleplan: “Hvad ggr vi, hvis en
regel brydes?” (fx tal paent, fjern opslag, hent en voksen).

Evaluering

Mini-quiz (5 spgrgsmal) med sma scenarier, hvor eleverne veelger lgsning og begrunder
med ét fagord.
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